1. When accessing Website, A, did you notice any security checks needed to access the picture? And did this make you feel reassured when downloading the picture?

Yes, I did and it made me feel reassured. I was worried that I would get viruses on my computer but the security checks made me feel at ease.

1. Before accessing Website B, did you webpage give you an alert? If so, what did it say?

The webpage gave me an alert that said “suspected malicious website”

1. Regarding Website B, did you notice any suspicious text or advertisement? Did the background image of the website trouble you and give you a sense of caution?

The background image made me feel uneasy and as the website was encouraging me to download the file it made me more suspicious.

1. When downloading the picture on Website B the name of the file is called TrojanHorse.jpg. Are you familiar with malware called Trojan? and what it can do?

I was not familiar with Trojan but after researching into it I saw it can mislead users

1. Are you familiar with CAPTCHA and its purpose? If so, give a brief description.

CAPTCHA is a software that appears to detect if the user accessing the page is a real human

1. Are you willing to download files, images, or attachments from random websites without considering the necessary security checks?

No I am not willing. I understand that these can harm my computer and could corrupt my files and hardware.

1. Do you believe that the awareness of cyber security can be improved? How would you go about these improvements?

I definitely think cyber security should be improved. I think it should be made more well known within schools and universities.